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A.
Responsibility and Authority 
Personnel responsible for planning and operating interconnected Bulk Electric Systems shall be trained, qualified, and have the responsibility and authority to implement actions.



	Title
	Operating Personnel and Training/Responsibility and Authority

	Brief Description
	Operating Personnel and Training/Responsibility and Authority


	Purpose
	The System Operator shallt have the responsibility and authority to implement real-time actions that ensure the stable and reliable operation of the Bulk Electric System. 


	Standard
	The System Operator must have the responsibility and authority to implement real-time actions that ensure the stable and reliable operation of the Bulk Electric System. 



	Effective Date
	Approved by the Board April 2, 2004
	
	Approved by the Board April 2, 2004

	Applicability
	Operating Authorities

	
	Operating Authorities


	Requirements
	The System Operator responsibility and authority to implement real-time actions that ensures the stable and reliable operation of the Bulk Electric System is documented and understood. 
	
	

	Measures
	Evidence that the System Operator responsibility and authority to implement real-time actions that ensures the stable and reliable operation of the Bulk Electric System is documented and understood. 


	Measure


	The System Operator responsibility and authority to implement real-time actions that ensures the stable and reliable operation of the Bulk Electric System is documented and understood. 



	Regional Differences
	
	
	

	Compliance Monitoring Process
Monitoring Responsibility
	Periodic Review: An on-site review including interviews with System Operators and documentation verification will be conducted every three years. The job description that identifies the System Operator’s authorities and responsibilities will be reviewed, as will the written operating procedures or other documents delineating the authority of a System Operator to take actions necessary to maintain the reliability of the Bulk Electric System during normal and emergency conditions. 

Self-certification: The Operating Authority will annually complete a self-certification form developed by the RRC based on requirements 1–5 in the Compliance Assessment Notes. 
Regional Reliability Council
	Measuring Process

Monitoring Responsibility
	Periodic Review: An on-site review including interviews with System Operators and documentation verification will be conducted every three years. The job description that identifies the System Operator’s authorities and responsibilities will be reviewed, as will the written operating procedures or other documents delineating the authority of a System Operator to take actions necessary to maintain the reliability of the Bulk Electric System during normal and emergency conditions. 

Self-certification: The Operating Authority will annually complete a self-certification form developed by the RRC based on requirements 1–5 in the Compliance Assessment Notes. 

Regional Reliability Council

	Full Compliance


	Interviews with System Operators confirm that they have the authority to implement actions during normal and emergency conditions.  The actions can be performed without seeking approval from higher-level personnel within the System Operator's own Operating Authority.

Interviews and/or questionnaires with System Personnel, whose actions are directed by the System Operator, acknowledge the responsibility and authority of the System Operator.

The System Operator authority and responsibility is documented as required and as listed in the Compliance and Assessments Notes section.

	100% Compliance
	Interviews with System Operators confirm that they have the authority to implement actions during normal and emergency conditions.  The actions can be performed without seeking approval from higher-level personnel within the System Operator's own Operating Authority.

Interviews and/or questionnaires with System Personnel, whose actions are directed by the System Operator, acknowledge the responsibility and authority of the System Operator.



	Levels of Non Compliance
	Level 1 — The Operating Authority has written documentation that includes four of the five items in the Compliance Assessment Notes (Items 1–5).

Level 2 — The Operating Authority has written documentation that includes three of the five items in the Compliance Assessment Notes (Items 1–5).

Level 3 — The Operating Authority has written documentation that includes two of the five items in the Compliance Assessment Notes (Items 1–5).  

Level 4 — The Operating Authority has written documentation that includes only one or none of the five items in the Compliance Assessment Notes (Items 1–5) or the Interview Verification items 1 and 2 do not support the System Operator authority.


	Levels of Non Compliance
	Level 1 — The Operating Authority has written documentation that includes four of the five items in the Compliance Assessment Notes (Items 1–5).

Level 2 — The Operating Authority has written documentation that includes three of the five items in the Compliance Assessment Notes (Items 1–5).

Level 3 — The Operating Authority has written documentation that includes two of the five items in the Compliance Assessment Notes (Items 1–5).  

Level 4 — The Operating Authority has written documentation that includes only one or none of the five items in the Compliance Assessment Notes (Items 1–5) or the Interview Verification items 1 and 2 do not support the System Operator authority.



	
	One Calendar year 
	Compliance Reset Period


	One Calendar year 

	
	Permanent
	Data Retention Period


	Permanent

	
	The following requirements must be met:

1. Documentation

1. A written current job description exists which states in clear and unambiguous language the responsibilities and authorities of a System Operator.  The job description also identifies System Personnel subject to the authority of the System Operator.

2. Written current job description states the System Operator’s responsibility to comply with the NERC Operating Policies.

3. Written current job description is readily accessible in the control room environment to all System Operators.

4. Written operating procedures state that during normal operating conditions, the System Operator has the authority to take or direct timely and appropriate real-time actions without obtaining approval from higher level personnel within the System Operator's own Operating Authority.

5. Written operating procedures state that during emergency conditions the System Operator has the authority to take or direct timely and appropriate real-time actions, up to and including shedding of firm load to prevent or alleviate System Operating Limit violations.  These actions are performed without obtaining approval from higher-level personnel within the System Operator's own Operating Authority.


	Compliance Assessment Notes


	The following requirements must be met:

2. Documentation

1. A written current job description exists which states in clear and unambiguous language the responsibilities and authorities of a System Operator.  The job description also identifies System Personnel subject to the authority of the System Operator.

2. Written current job description states the System Operator’s responsibility to comply with the NERC Operating Policies.

3. Written current job description is readily accessible in the control room environment to all System Operators.

4. Written operating procedures state that during normal operating conditions, the System Operator has the authority to take or direct timely and appropriate real-time actions without obtaining approval from higher level personnel within the System Operator's own Operating Authority.

5. Written operating procedures state that during emergency conditions the System Operator has the authority to take or direct timely and appropriate real-time actions, up to and including shedding of firm load to prevent or alleviate System Operating Limit violations.  These actions are performed without obtaining approval from higher-level personnel within the System Operator's own Operating Authority.




