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Policy Subsections

A.
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B.
Voltage and Reactive ControlADVANCE \d3
Introduction
This Policy specifies the requirements for operating the transmission system to maintain transmission security.  This includes requirements for routine transmission operation (i.e. voltage and reactive control), re-establishment of operating security following a contingency or other event and the establishment of one or more Reliability Authorities,. (007 – Purpose)
When an IROL or SOL is exceeded, the Reliability Authority shall evaluate the impact both real-time and post-contingency on the Wide Area system and determine if the actions being taken are appropriate and sufficient to return the system to within IROL in thirty minutes. 
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If the actions being taken are not appropriate or sufficient, the Reliability Authority shall provide direction to the Transmission Operator to return the system to within limits

A.
Transmission Operations

[Policy 4B – System Coordination – Operational Security Information]

[Policy 5C – Transmission System Relief]
Standards

1. (007- R1) Basic reliability requirement regarding single contingencies. All Transmission Operators shall operate so that instability, uncontrolled separation, or cascading outages will not occur as a result of the most severe single contingency 
1.1.
(007 –R2) Multiple outages. Multiple outages of a credible nature, as specified by Regional Reliability Council policy, shall also be examined and, when practical, the TRANSMISSION OPERATOR shall operate to protect against instability, uncontrolled separation, or cascading outages resulting from these multiple outages.

1.2.

2.
(008 –R2) Return from INTERCONNECTED RELIABILITY Operating Limit Violation.  Following a contingency or other event that results in an INTERCONNECTED RELIABILITY Operating Limit violation, the Transmission Operator shall return its transmission system to within IROL  as soon as possible, but no longer than 30 minutes.
2.1. Reporting Non-compliance.  
2.1.1. (010 R2) The Reliability Authority shall report each IROL violation that exceeds 30 minutes in duration to the Regional Reliability Council and NERC Compliance Subcommittee within 72 hours.
(008- R1) Transmission Operators shall report to its RELIABILITY COORDINATOR all occurrences in which an INTERCONNECTED RELIABILITY OPERATING LIMIT or System Operating Limit is exceeded. 

2.2.Reporting format.  The IROL report will be submitted on the NERC Preliminary Disturbance Report Form as found in Appendix 5F, “Reporting Requirements for Major Electric System Emergencies.
1.1. 


Requirements


1.
(007 – R3) Policies for dealing with transmission security.   RELIABILITY aUTHORITIES and TRANSMISSION OPERATORS, individually and jointly, shall develop, maintain, and implement formal policies and procedures to provide for transmission security.  These policies and procedures shall address the execution and coordination of activities that impact inter- and intra-Regional security, including:


Equipment ratings


Monitoring and controlling voltage levels and real and reactive power flows


Switching transmission elements


Planned outages of transmission elements


Development of Interconnected Reliability Operating Limits and System Operating Limits


Responding to Interconnected Reliability Operating Limits and System Operating Limit violations.

1.1.
(010-Responsibility for transmission security. When an INTERCONNECTED RELIABILITY Operating Limit violations occurs, or is expected to occur, the RELIABILITY AUTHORITY shall direct the impacted Transmission Operator and/or the BALANCING AUTHORITY to implement actions to restore transmission security.
1.1. 
1.2. (008-R3)
Action to keep transmission within limits.    Transmission Operators shall take all appropriate action up to and including shedding of firm load in order to comply with Standard 2.A.2.

2.
Security Coordination.  Every Region, subregion, or interregional coordinating group shall establish one or more Reliability Authorities to continuously assess transmission security and coordinate emergency operations among the Planning and Operating entities within the, Region, subregion, and across the Regional boundaries


2.1. )
The Transmission Operator  shall cooperate with their Reliability Authority to ensure their operations support the reliability of the Interconnection.

3.
(Needs to move – To a Policy 4 template) Coordinating transmission outages.  The Transmission Operator shall provide maintenance schedules and forced outage data to its Planning Authorities and Reliability Authorities. The Planning Authority and Reliability Authority shall coordinate with any other affected Planning Authority, Reliability Authority, Transmission Operators and Transmission Service Providers to ensure a reliable operating state can be maintained, initiate appropriate actions and derive correct ATC values etc.
B.
Voltage and Reactive Control

Requirements

1.
(009 – R1) Monitoring and controlling voltage and MVAR flows.  Each Transmission Operator and Reliability Authority, individually and jointly, shall ensure that formal policies and procedures are developed, maintained, and implemented for monitoring and controlling voltage levels and MVAR flows within their individual  Areas of Authority and with neighboring transmission operators and relaibility Authorities.

2.
 (009 – R2) Providing reactive resources.  Each Transmission opertor shall acquire
 sufficient reactive resources within its Operating Authority Area to protect the voltage levels under normal and contingency conditions.  This includes the Transmission Operators share of the reactive requirements of interconnecting transmission circuits.


2.1.
(009 – R3)Providing for reactive requirements.  Each Purchasing-selling Entity shall arrange for (self-provide or purchase) reactive resources to satisfy the reactive requirements identified by each BALNCING Authority and/or TRANSMISSION OPERATOR.

3.
(009 –R4)Operating reactive resources.  Each Transmission Operator and shall operate their capacitive and inductive reactive resources within their Authority Areas to maintain system and Interconnection voltages within established limits.

3.1.
009 – R5)Actions.  Reactive generation scheduling, transmission line and reactive resource switching, etc., and load shedding, if necessary, shall be implemented through the actions authorized by the applicable RELIABILITY AUTHORITY and implemented by the TRANSMISSION OPERATOR to maintain these voltage levels.
3.2.
(009- R6)Reactive resources.  Each Transmission Operator shall maintain reactive resources to support its voltage under first contingency conditions.

3.2.1.
(009 – R6) Location.  Reactive resources shall be dispersed and located electrically so that they can be applied effectively and quickly by the Transmission Operator when contingencies occur.


3.2.2.
(009 – R7) Reactive restoration.   Security Limit Violations resulting from reactive resource deficiencies shall be corrected in accordance with Standard 2.A.1. and 2.A.2.

3.3.
(009 – R8) Field excitation for stability.  When a generator’s voltage regulator is out of service, the Generation Operator shall be maintained the generators field excitation at a level to maintain Interconnection and generator stability.

3. Operator information.  
3.1. (009 – R9)The Transmission Operator shall provide information on the status of all transmission reactive power resources, to its Reliability Authority.
3.2. (009 – R8)The generation Operator shall provide information on the status of all generation reactive power resources, including the status of voltage regulators and power system stabilizers, to its Reliability Authority.

4. Preventing Voltage Collapse.  
4.1. (009 – R10)The Transmission operator, Balancing Authority and / or the Distribution Operator shall take corrective action, including load reduction, necessary to prevent voltage collapse when reactive resources are insufficient.

6.
(009 – R11) Voltage and reactive devices.  Devices used to regulate transmission voltage and reactive flow shall be available under the direction of the Transmission Operator.

Guides(009 – Supporting Notes)

1.





This policy lines out actions for transmission operations. Added for context on authorities from Standard template P2T2 





008 –  R3





008 –  R2





009 –  R1





We need to get advice on whether Appendix 5F will remain or the IROL reporting form under the trial will be retained. Also need to determine if a corresponding reporting mechanism is required for TOP to RA. 





008 –  R4





008 –  R2





Deleted, OSL replaced by IROL and SOL are defined terms in OLD-TF report and compliance templates





008 –  R3





008 –  R1





007 –  R2





007 –  R1





Additional information added to indicate possible actions


Compliance template P4T4 states " the control area or other ERRIS must co-ordinate scheduled generator and / or transmission outages with … RC". Therefore this was not expanded to include Generator Operator via Balancing Authority to RA





Broke the requirement into two elements to clarify what each entity is responsible for


Does the GOP report the to the RA via the BA or directly to report the reactive capability





Should speak to  Normal conditions as well for Clarity





From Compliance template P2T1 Measuring Process to show process by  which the RA receives the information





Good Utility practices that MUST not be lost!! These guidelines should be included in supporting Reference Documents





008 –  R4





008 –  R5





It is recognised that the term "credible nature" is a vague statement. No attempt to clarify was made in an effort to maintain the appearance of no new requirements. 





008 –  R5





007 –  R3





008 –  R6





008 –  R7





008 –  R8





008 –  R9





008 –  R8





008 –  R10





008 –  R11








�Redundant with Policy 9 requirements.


�Redundant with Policy 9 requirements.


�The TOP may not supply but must acquire.





Evs mark up Policy 2.doc

P2–1
January 5, 1998

P2–2
January 5, 1998

